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Abstract. This paper presents a face recognition algorithm based on
the matching of local features extracted from face images, namely SIFT.
Some of the earlier approaches based on SIFT matching are sensitive
to registration errors and usually rely on a very good initial alignment
and illumination of the faces to be recognised. The method is based on a
new image matching strategy between face images, that first establishes
correspondences between feature points, and then uses the number of
correct correspondences, together with the total number of matches and
detected features, to determine the likelihood of the similarity between
the face images.

The experimental results, performed on different datasets, demon-
strate the effectiveness of the proposed algorithm for automatic face
identification. More exhaustive experiments are planned in order to per-
form a fair comparison with other state of the art methods based on local
features.
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1 Introduction

Automatic face recognition from digital still images has attracted much attention
[12,31] in the research community because of its large number of applications.
Formally the problem can be defined as follows: given an input face image and
a database of face images of known individuals, determine the identity of the
face in the input image. Despite of the vast literature on the topic to date
face recognition it is still an unsolved problem, although some recent work has
reported good results on difficult datasets [28].

Face recognition methods can be classified as either holistic or feature based.
Holistic face recognition makes use of global information from the images of
faces to perform face recognition. The global information is represented by a
small number of features which are directly derived from the pixel information
of face images. These features capture the variance among different faces. The
Eigenfaces method [29] and the Fisher’s Linear Discriminate (FLD) [30] belong
to this class. Local feature based methods started being proposed more recently,
as an alternative to the holistic method, and are currently an area of active
research in the face recognition field. Among the various local feature used we
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remind Local Binary Patterns [2], Histogram of Oriented Gradients [27], and
Gabor Wavelets [19].

From Lowe’s work on object recognition using SIFT (Scale Invariant Fea-
ture Transform) descriptors [20], multiple authors have applied such descrip-
tors in other fields, like robot navigation [26], scene classification [25], and also
face recognition [5,8,13,14,22]. The general approach first extracts a number
of key-points in the images, and then compute a local descriptor for each key-
point. Recognition is performed matching each point descriptor in the test image
against all descriptors extracted from all the images in the database. The input
image is assigned to a class in the database depending on the output of the
matching procedure.

One important thing that must be taken into account when using local fea-
tures for face recognition are false matched key-points. Most of the local feature
approaches to face recognition tackle this problem adopting a grid-based match-
ing strategy [7] that works establishing a few sub-regions on the face images:
only descriptors between corresponding sub-regions are compared for matching.
This local matching help to reduce (without eliminating) the number or wrong
matches, but requires that the images are somewhat preregistered, making it
difficult the application on databases with arbitrary poses and image sizes as
PubFig [15]. Moreover variable illumination still has significant influence on the
detection of keypoints, since the keypoint detector intrinsic to the SIFT tech-
nique is not really invariant to illumination [14].

In this work we present an improvement on the standard method for face
recognition using local features using matching. The proposed method instead
of relying on the fact that the images are pre-aligned, exploits the fact that
images can have different poses, and that the existence of a large number of
wrong matches between two face images is likely to mean that the two persons
are different. Observing that many parts of a face nearly lie on a plane, wrong
matches are determined assuming a homographic transformation between faces,
that is computed using a standard RANSAC [11] procedure.

The use of an outlier detection step assuming an homographic model has been
already discussed in [7], where it was more used as a post-processing step for
a grid matching, and for a RANSAC-based system combination for combining
different descriptors. In [16] is proposed a system where a robust estimation
of the fundamental matrix is used to refine the output of a battery of SVM
classifiers.

The paper is structured as follows. The next Section briefly reminds how
SIFT key-points and descriptors are computed. Section 3 presents the proposed
face recognition strategy. The experimental results are shown and discussed in
Section 4. Section 5 is left to the final remarks.

2 Features Detection in Scale-Space

SIFT key-points were first proposed in [20] and attracted the attention of the
computer vision community for their tolerance to scale changes, illumination
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variations, and image rotations. These features are also claimed robust to affine
distortion, change of viewpoints and additive noise.

The process of building SIFTs [21] is heavily inspired by the scale-space
framework, but it keeps all the information related to the different levels of
resolution. The process can be sketched in two phases: the first is key-points
detection in scale-space pyramid and the second is key-points description using
the image gradient at the right level of resolution.

SIFT features have always been known for being computationally intensive,
so that less expensive features (e.g., SURF [4] and BRIEF [6]) have been pro-
posed. In fact, when considering one of the many C/C++ SIFT implementations
available on the Internet that run on standard CPU, it is true that it is not pos-
sible to extract features at a high frame rate. On the other hand, for applications
where computational performance is an issue, it is possible to consider the GPU-
based implementation provided in the library OpenVIDIA [1]. It exploits the
processing power of the graphics card to achieve a significant speedup (10x) over
traditional software versions. In [17] it is reported that speeds around 60 frames
per second (640 × 480 pixels in size) have been reached with an off-the-shelf
nVIDIA graphics board that carried out both feature extraction and matching
while, at the same time, relieving the main CPU.

3 Proposed Method

The strategy proposed in the paper is depicted in the pseudo-code given in
Algorithm 1. The procedure takes as an input a face image P and a gallery G
of face images the identity of which is known. The system assigns an identity to
the unknown person.

In a nutshell the method first extract the SIFT features from all the images,
and then find robust feature correspondences between P and the images in the
gallery assuming a homographic model. The quantities of matches returned is
used into a scoring function that gives a measure of similarity between two faces.

Algorithm 1. Pseudo-code of the face recognition strategy proposed in this
paper.
identity Face Recognition(SingleImage P, Gallery G)

descSiftProbe ← extractSift(P )
for all image ∈ G do

descSiftImage ← extractSift(image)
matchPoints ← match(descSiftProbe, descSiftImage)
inlier ← RansacHomography(matchPoint)
score ← getScore(matchPoint, inlier, descSift)
evalV ector(image) ← score

end for
image ← searchMaxScoreInV ector(evalV ector)
identity ← getIdentity(image)
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Fig. 1. Two examples of face images with detected key-points.

The identity of the image in the gallery most similar to the unknown image P
is returned.

The first step of the procedure is extracting the SIFT key-points and descrip-
tors (see Figure 1) from the face image P . Then each image in the gallery is
compared to the input image P determining the correspondences between the
features extracted from P and the ones extracted from the image in the gallery,
that were precomputed. The similarity measure used for the matching between
SIFT descriptor is the one proposed by Lowe in [21]: a feature vector fi in the
image P is matched to a feature vector gj in the image from the gallery if the
Euclidean distance dij between the two vectors is such that

dij = min(Di) < 0.6min(Di − {dij})

where Di = {dih = d(fi, gh),∀gh}.
As it can be seen from the image in Figure 2(left) even when matching images

of the same person wrong matches can occur. The presence of wrong matches
between the two face images can lead to errors when computing the similarity
if they are not taken into account properly. This can be particularly true when
comparing face images of different individuals. This is evident when looking at
Figure 3, where three face images are matched against the same one: the last
two matches, that are between faces of different persons, return worst matches
than the first one, where different face images of the same person are compared.

The strategy we propose is actually very simple. We assume that the most of
the face is nearly planar, therefore there is a homography [11] between two face
images, that can be estimated from at least four point correspondences, as an
homography depends on 8 free parameters. In this way we assume that there is
a parametric model θ linked to the point correspondences, therefore we can use
robust estimation methods [24] to detect all the wrong correspondences, that
are the outliers for the estimated model.

The Random Sample Consensus (RANSAC) selects random subsets of the
data set. It proceeds as follows:

1. randomly selects a subset L of 4 correspondences and estimate the model θ;
2. computes the subset L′ of correspondences that are within some error toler-

ance from the estimated model θ; L′ is called the consensus set of L;
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3. if the number of correspondences in L′ is larger than a given threshold then
L′ is used to compute the model using Least Squares and exit;

4. if the number of observations in L′ is smaller than a given threshold goto 1

Having a reliable estimation of the model, wrong matches can be determined
using an outlier rejection rule [24].

The similarity score between the unknown face image P and each image in the
gallery takes into account the results of the wrong matches feature matching step
described above. Exploiting the fact that face images of different person should
return a larger number of wrong matches than images of the same person, we
investigated the use of different score function between two face images P , the
unknown probe image, and G, one of the images in the gallery. For this study
we compared the performance of the following scores:

M2(P,G) =
IPG

MPG

M1(P,G) =
IPG

MPG
+

MPG

NP
(1)

M3(P,G) =
MPG ∗ IPG

N2
P

where MPG is the number of matches between the two images, IPG is the num-
ber of correct matches determined by the robust estimation of the homography
between P and G, and NP is the number of feature point detected in the image P .

The scores are maximised when MPG = IPG = NP , that can happen, for
instance, when the two images are identical. M2 is the simplest one, and consider
as score only the ratio of inliers. The other two also consider the portion of points
of interest detected in the image P for which a match in the image G is found.
In practice the second one considers the sum of the two components, while the
last proposed score function weighs the ratio MPG

NP
, that gives already an idea of

similarity between faces [3], with the ratio IPG

NP
, that is the fraction of feature

points in the unknown image that can be considered good matches.
After iterating the process for each image in the gallery, the recognition is

then performed determining the image Ĝ such that

Ĝ = argmax
G∈G

Mh(P,G) (2)

where Mh is any of score functions defined in Equation (1), and then assigning
to P the identity of Ĝ.

4 Experimental Assessment

In this Section we report a preliminary assessment of the method proposed in
this paper. As a measure of the goodness of the method we adopted the widely
used recognition rate. For the experiments we considered two different data-sets:
ORL, and Extended Yale B [10].
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Fig. 2. Feature matching for face images of the same person. Left image shows corre-
spondences obtained directly, there is a wrong match. Right image shows only correct
matches after the outlier rejection from RANSAC.

Fig. 3. Top row point matches before the RANSAC procedure. Bottom row matches
determined as correct after the RANSAC procedure. Notice how the inliers determined
in the case of different persons may still contain wrong matches, due to the number of
wrong matches larger than 50% of the all matches.
.

ORL contains 400 images of 40 subjects taken at different times, varying the
lighting, facial expressions (e.g., open or closed eyes, smiling or not smiling) and
facial details (e.g., glasses or no glasses). The images of two subjects from the
ORL database are shown in Figure 4.

The Extended Yale B contains 38 subjects and each subject has approxi-
mately 64 frontal view images taken under different illuminations conditions.
Because of time reason we did not manage to run experiments on the whole
data-set. The experiments shown in this paper were run on a randomly selected
subset of 15 subjects for 10 illumination conditions, randomly chosen among the
set of relatively good lighting conditions. The images used in the experiment for
two subjects are shown in Figure 5.

The experiments were run as follows. For each subject j we randomly divided
the data-set into a gallery Gj and a test set Pj , with the size of the gallery NGj

increasing from 2 to 9, and computed the recognition rate for each NGj
. We run

this procedure 2500 times for each gallery size, and returned the mean recognition
rate and standard deviation.
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In Figure 7 the results returned on the ORL data-set are shown. The graph
shows that the score M1 returns very bad results, while with the other two scores
a good recognition rate is achieved, with better results obtained with M − 3, for
which we have a recognition rate above 90% with a gallery of at least 4 images
for each subject. Of course the performance improve with the gallery size.

Our results are compared with recent algorithms based on SIFT matching
reporting results on the ORL data-set. In [23] it is reported a recognition rate
of 93.5 on a single run with a gallery size of 5 for each subject. Under similar
experimental conditions [8] report a recognition rate of 95.5. The recognition
rate returned by our algorithm with a gallery of the size of 5 images for each
subject is 95.06 with a standard deviation of 1.5. A gallery consisting of a single
sample for subject is used in [9] reporting a recognition rate of 77.72 averaged
over 10 runs, with a standard deviation of 1.64. The closest condition we can
report is with a gallery size of 2, for which we obtain an average recognition
rate of 77.85 with a standard deviation of 2.67. The comparative results are
summarized in Table 1. In [18] are reported experiments on the ORL data-set
using a simple matching strategy where performance close to the one returned
by our experiments are obtained using less standard metrics for the matching.

The results on the Yale data-set are reported in Figure 6. For the compar-
ison among the three score we have results similar to the ORL data-set, with
M1 performing poorly, and MM3 returning the best results. For M3 we have a
recognition rate above the 98% with a gallery size as small as 3 samples per sub-
ject. Similar results are reported in [14], where a similar experiment run using all
the subjects, and dividing the best lighting conditions into a gallery of around
7 images per subject (exact figures are not reported), and around 4 test images
per subject. The recognition rate reported is 100%, as in our case.

The much better performance on the Yale data-set are probably due to the
fact that the images, in this case, are all well cropped frontal views.

Among the three scores considered in this work, M3 is the one returning the
best results, as it is the one which mixes in a better way both the ratios involved
in M2 and M3. What it is worth commenting at this point is the poor results
returned by M1. This is mainly due to the fact that, as it is possible to see from
the examples in Figure 3, two images of the same face can return a very small
number of matches, so that even a small set of inliers (say four) is returned
by the RANSAC procedure, this can produce a large value for M1, causing an
erroneous recognition.

Table 1. Comparison with recent literature using SIFT matching on the ORL data-set.
See text for more details.

NG Reported Our result

[9] 1 77.22 77.85
[8] 5 95.5 95.06
[23] 5 93.5 95.06
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Fig. 4. The images of two subjects included in the ORL data-set.

Fig. 5. The images of two subjects included in the Yale data-set.

Fig. 6. Results on the Yale data-set. On the left the average recognition rate plotted
against the size of the gallery NG . The recognition rate has been averaged over 2500
run for Each gallery size. On the left the graph of the standard deviation.

Fig. 7. Results on the ORL data-set. On the left the average recognition rate plotted
against the size of the gallery NG . The recognition rate has been averaged over 2500
run for each gallery size. On the left the graph of the standard deviation.
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5 Conclusions

In this paper we presented a face recognition system based on SIFT features. The
method first establishes correspondences between feature points extracted from
the face images, and then uses the number of correct correspondences, obtained
assuming an homographic transform between the images, to build measurement
to determine the likelihood of the similarity between the face images. The recog-
nition is then performed using a rank-1 approach.

The result reported are comparable with recent result with other algorithms
based on SIFT matching, showing that the method is promising. However more
experiment are still needed for a definitive analysis of the performance of the
method. The algorithm must be validated on the whole Extended Yale data-set.
Further exhaustive experiments on the Feret data-set, and on the more difficult
LFW data-set are planned.

Further work needs also to be done exploring how the performance change
using local features different from the SIFT.
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